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Abstract: This contribution try to clarify that for solution 2, the DNS request can be offloaded in ULCL case, and the EN1 and EN3 can be removed.
1. Discussion
There are three updates in this paper.
1. Solution clarification for the ULCL case. When the ULCL UPF is inserted in the PDU session, SMF send the local DNS address to UE. The local DNS address is selected based on the DNAI of local PSA UPF. During this procedure, the SMF also configure the ULCL UPF routing rules during this PDU session modification procedure. The traffic routing rules include filtering out the DNS request packet by examing the destination IP address as the local DNS address, or the port number as 53, and offloading DNS request in edge DN.
If the local DNS can not resolve the all IP addresses of request FQDNs, the local DNS may transfer the DNS request to upper layer DNS if in forwarding mode, or to root DNS. Therefore in ULCL case, the edge DN should has connectivity with central DN or internet.
For ULCL case, there is no new UE IP address allocate by DHCP, when ULCL UPF inserted in the PDU session, therefore there must be no DNS address can be provisioned to UE, and only the local DNS address in ePCO can be configured in UE.
2. For IPv6 multi-homing case, a new UE IPv6 prefix allocated maybe by DHCPv6 through RA/RS message, when Branching Point UPF inserted in the PDU session. However the RA/RS message is sent by UE after the PDU session modification procedure, therefore the local DNS address in ePCO is provisioned to UE before DHCPv6 providing DNS address to UE. The solution for this case is the DNS address from ePCO has a higher priority than from DHCPv6.
For IPv6 multi-homing case, the edge DN should has connectivity with central DN or internet.
3. For a PDU session with single PSA UPF. If any, the DNS address from ePCO has a higher priority than from DHCP.
Whether the edge DN has connectivity with internet is depend on network configuration and out of 3GPP scope.
Therefore the two ENs in solution 2 can be removed with the above clarification.

2. Text Proposal
It is proposed to capture the following changes in TR 23.748.
* * * * First change * * * *
[bookmark: _Toc510607499][bookmark: _Toc518306733][bookmark: _Toc31192332][bookmark: _Toc31192492][bookmark: _Toc31192983][bookmark: _Toc31616162][bookmark: _Toc31616225][bookmark: _Toc31616301][bookmark: _Toc31616377][bookmark: _Toc31616453][bookmark: _Toc519004414]6.2	Solution #2: Local DNS based edge server address discovery 
[bookmark: _Toc510607500][bookmark: _Toc518306734][bookmark: _Toc31192333][bookmark: _Toc31192493][bookmark: _Toc31192984][bookmark: _Toc31616163][bookmark: _Toc31616226][bookmark: _Toc31616302][bookmark: _Toc31616378][bookmark: _Toc31616454]6.2.1	Introduction
This solution addresses the Key Issue #1: Discovery of Edge Application Server.
This solution is based on assumption:
-	Application Clients in the UE to use Edge Computing without any specific edge computing logic in the Application Client.
[bookmark: _Toc510607501][bookmark: _Toc518306735][bookmark: _Toc31192334][bookmark: _Toc31192494][bookmark: _Toc31192985][bookmark: _Toc31616164][bookmark: _Toc31616227][bookmark: _Toc31616303][bookmark: _Toc31616379][bookmark: _Toc31616455]6.2.2	Functional Description


Figure 6.2.2-1 Example for architecture
NOTE:	UPF-1 and UPF-3 in the Figure 6.2.2-1 can be ULCL/BP or PSA. The local DNS can be deployed in EC environment or out of EC environment.
As shown in Figure 6.2.2-1, the serving area of the Edge Computing Service includes a list of local serving area (e.g. local Serving Area_1 and Local Serving Area_2). The Edge Computing Service is provided by different Edge Server in different local serving area. DNS is deployed locally and authoritatively to provide the Address Inquiry Service for Edge Server in the local serving area. The local DNS is provisioned to the UE during PDU Session related procedure via ePCO.
Editor's note:	If the DNS address is provisioned by DHCP server, how to support local DNS provisioning to the UE is FFS.
Editor's note:	How the SMF knows the local DNS address for the local serving area of EC services is FFS.
Editor's note:	It is FFS how to support the scenario that the EC service is deployed without connectivity.
[bookmark: _Toc510607502][bookmark: _Toc518306736][bookmark: _Toc31192335][bookmark: _Toc31192495][bookmark: _Toc31192986][bookmark: _Toc31616165][bookmark: _Toc31616228][bookmark: _Toc31616304][bookmark: _Toc31616380][bookmark: _Toc31616456]6.2.3	Procedures
[bookmark: _Toc31616229][bookmark: _Toc31616305][bookmark: _Toc31616381][bookmark: _Toc31616457]6.2.3.1	Procedure for Edge Server discovery when service start-up


[bookmark: _Toc20203937]Figure 6.2.3.1-1 Procedure for Edge Server discover when service start-up 
During existing registration procedure or UCU procedure, a dedicated DNN is configured for the applications which can use Edge Computing service via UE policy
1.	When there is pending service requirement for applications which can use Edge Computing and the UE is located at a local serving area of EC service, UE initiates a PDU session setup procedure.
	In this step, based on the UE location, the SMF performs as follow:
-	Setup the PDU session which is able to access the Edge Server, which may apply ULCL, Multi-homing or not.
-	Configures a local DNS address for the UE. The local DNS address is provided to the UE via the ePCO in the PDU Session Establishment Accept.
3.	If there is no store IP address for the requested FQDN, the Application Client invokes the UE kernel to trigger a DNS request with the FQDN to the DNS address acquired from the network in step2.
4.	The Local DNS sends the DNS responses including the Edge Server's address corresponding to the requested FQDN. The UE stores the DNS query record, e.g. including FQDN and corresponding IP address.
[bookmark: _Toc31616230][bookmark: _Toc31616306][bookmark: _Toc31616382][bookmark: _Toc31616458]6.2.3.2	Procedure for provisioning local DNS Server Address in case of ULCL/BP
Figure 6.2.3.1-1 illustrates the procedure for configuring the DNS server address for EDN to the UE, in case of ULCL /BP is used for the PDU session. The edge DN should has connectivity with central DN because the edge and central DN are the same DN, as specificed in TS23.501 clause 5.6.4.

Figure 6.2.3.1-1: Procedure for Local DNS address provisioning to UE in case of ULCL or BP
1.	During UE mobility, the UE performs Service Request or Registration procedure if CM-IDLE. If UE is CM-Connected and mobility occurs, Handover procedure is performed.
2.	The SMF invokes Nsmf_PDUSession_UpdateSMContext as specified in TS 23.502 [3].
3.	Based on the UE location information received from the step 2, the SMF performs Addition of additional PDU Session Anchor and Branching Point or ULCL procedure, or performs Change of additional PDU Session Anchor for IPv6 multi-homing or ULCL, or Simultaneous change of ULCL or Branching Point and additional PSA. Above procedures follows as specified in clause 4.3.5 in TS 23.502 [3]
	In this step, SMF determines to update the local DNS server address based on the UE location for Edge Computing service.
For ULCL case, SMF configures the ULCL UPF routing rules during this procedure. The traffic routing rules include filtering out the DNS request packet by examing the destination IP address as the local DNS address, or the port number is 53, and offloading DNS request to edge Data Network. 
4.	The local DNS address is provided to the UE via the ePCO in the PDU Session Modification Command. The UE updates the DNS server address accordingly.
For IPv6 multi-homing, if the DHCPv6 can also provide DNS address to UE through RA/RS message, the DNS address from ePCO has a higher priority than from RA/RS message
NOTE:	The local DNS work as the authoritative DNS for the applications using EC service. The local DNS has connection with the authoritative DNS for applications non-using EC service.
[bookmark: _Toc31616231][bookmark: _Toc31616307][bookmark: _Toc31616383][bookmark: _Toc31616459]6.2.2.3	Procedure for provisioning local DNS Server Address in case of SSC mode 2/3
Figure 6.2.3.2-1 illustrates the procedure for configuring the DNS server address for EDN to the UE, in case of SSC mode 2/3.


Figure 6.2.3.2-1: Procedure for DNS address provisioning in case of SSC mode 2/3
[bookmark: _Toc31192336][bookmark: _Toc31192496][bookmark: _Toc31192987]1.	During UE mobility, the UE performs Service Request or Registration procedure if CM-IDLE. If UE is CM-Connected and mobility occurs, Handover procedure is performed.
2.	The AMF invokes Nsmf_PDUSession_UpdateSMContext as specified in TS 23.502 [3].
3.	Based on the UE location information received from the step 2, the SMF determines Change of SSC mode 2 PDU Session Anchor or Change of SSC mode 3 PDU Session Anchor procedure as specified in clause 4.3.5 in TS 23.502 [3].
	In this step, SMF determines to update the local DNS server address based on the UE location.
5.	In the case of SSC mode 2, SMF performs step 2 to step 3 as specified in clause 4.3.5.1 of TS 23.502 [3]. The local DNS address is provided to the UE via the ePCO in the PDU Session Establishment Accept. The UE updates the DNS server address accordingly.
6.	In the case of SSC mode 3, SMF performs step 2 as specified in clause 4.3.5.2 and clause 4.3.5.3 of TS 23.502 [3]. The local DNS address is provided to the UE via the ePCO in the PDU Session Establishment Accept. The UE updates the DNS server address accordingly. The DNS address from ePCO has a higher priority than from DHCP, if any.
[bookmark: _Toc31616166][bookmark: _Toc31616232][bookmark: _Toc31616308][bookmark: _Toc31616384][bookmark: _Toc31616460]6.2.4	Impacts on existing entities and interfaces
SMF:
[bookmark: _Toc510607504][bookmark: _Toc518306738][bookmark: _Toc31192337][bookmark: _Toc31192497][bookmark: _Toc31192988][bookmark: _Hlk500857602]-	Configure the local DNS address for the UE based on UE location.
[bookmark: _Toc31616167][bookmark: _Toc31616233][bookmark: _Toc31616309][bookmark: _Toc31616385][bookmark: _Toc31616461]6.2.5	Evaluation
Editor's note:	This clause describes impacts to existing entities and interfaces.
* * * * End of changes * * * *
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